
 
 

- 1 - 

 

[A-3]COURSE SYLLABUS 
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  5. Course Requirements and Grades 
 

 
6. Course Calendar 
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	Course Description Approximately 100 words: Development of Cyber law is a recent phenomenon. It is still in a nascent stage and continuously evolving every passing day. Even the most learned legal luminaries find it difficult to solve the legal problems posed by technology. The Online Certificate Course offered by the institute, intends to spread awareness among the general public about the cyber law, it is specifically beneficial to the lawyer community and the judges in the subordinate judiciary, who face cases on the daily basis.
	Course Goals and Objectives Approximately 100 words: The purpose and object of the course: To introduce the cyber world and cyber law in generalTo explain about the various facets of cyber crimesTo enhance the understanding of problems arising out of online transactions and provoke them to find solutionsTo clarify the Intellectual Property issues in the cyber space and the growth and development of the law in this regardTo educate about the regulation of cyber space at national and international level
	Textbook Title Author Publisher Year of Publication etc: CYBER LAW AND E COMMERCE IN 60 MINUTES Jun 3, 2014 by sukhdarshan sehgal
	Reference: Managing Cyber Attacks in International Law, Business, and Relations: In Search of Cyber Peace Jul 10, 2014 by Scott J. Shackelford
	Course Requirements and Grades: CAT 30%EXAM 70%
	Week 11: Enterprise Resource Planning (ERP): Features, capabilities and Overview of CommercialSoftware, re-engineering work processes for IT applications, Business Process Redesign ,Knowledge Engineering and Data Warehouse.
	Week 12: Business Modules: Finance, Manufacturing(Production), Human Resources, Plant Maintenance, Materials, Management
	Week 13: QualityManagement Sales & Distribution ERP Package ERP Market: ERP Market Place, SAP AG,People Soft, BAAN, JD Edwards, Oracle Corporation.EAI(Enterprise application integration)
	Week 14: FINAL EXAMINATION
	Week 1: Electronic Commerce: Overview, Definitions, Advantages & Disadvantages of E Commerce,Threats of E-Commerce, Cyber Laws.
	Week 2: Technologies: Relationship between E-Commerce andNetworking, Different Types of Networking for E-Commerce, internet, intranet, EDI Systems.
	Week 3: Wireless Application Protocol: Definition, Hand Held Devices, Mobility & Commerce. MobileComputing, Wireless Web, Web Security, Infrastructure Requirement for E Commerce.
	Week 4: BusinessModels of E-Commerce; Model Based on Transaction Type, Model Based onTransaction Party– B2B, B2C, C2B, C2C, E-Governance.
	Week 5: Convergence: Technological Advances in Convergence – Types, Convergence and itsimplications, Convergence and Electronic Commerce. Collaborative Computing: Collaborativeproduct development, Content Management: Definition of content, Authoring Tools and ContentManagement, Content – partnership, repositories, convergence, providers Web Traffic & Trafficmanagement: Content Marketing
	Week 6: Call Centre: Definition, Need, Tasks Handled, Mode ofOperation, Equipment, Strength & Weaknesses of Call Centre, Customer Premises Equipment(CPE).
	Week 7: Supply Chain Management: E-logistics, Supply Chain Portal, Supply Chain planningTools (SCP Tools), Supply Chain Execution (SCE), SCE – Framework, Internet‘s effect onSupply Chain Power.
	Week 8: E-Payment Mechanism; Payment through card system, E-Cheque, E-Cash, E-Payment Threats &Protections, E-Marketing: Home – shopping, E-Marketing, Tele-Marketing Electronic DataInterchange (EDI): Meaning, Benefits, Concepts, Application, EDI Model, protocols (UN EDIFACT / GTDI, ANSIX – 12
	Week 9: MID-TERM EXAM
	Week 10: Risk of E-Commerce: Overview, Security for E-Commerce,Security Standards, Firewall, Cryptography, Key Management, Password Systems, DigitalCertificates, Digital Signatures


